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1
Introduction

This contribution details the "SNA-InfoExch" solution that was briefly presented in the contribution R3-021xxx. The additions in the different parts of the TR are made in revision marks.

To be added as a subclause 6.X of the TR

6.X
SNA-InfoExch solutions

There are 3 different solutions possible using the Information Exchange procedure over the Iu interface:

1 – Use of the Information Exchange procedure on the Iu only. In this case, the MSC needs to be configured with some global information:
-
in which SNAs are the LAs controlled by the MSC (this should allow the same OAM implementation for Connected and Idle mode) and the LAs that can be reached via Iur from these LAs.
-
in which SNAs are LAs of other PLMNs containing Cells that are neighbouring Cells of Cells in LAs controlled by the MSC or in LAs that can be reached via Iur from these LAs. This additional information will bring some need for coordination between shared network partners.

2 – Use of the Information Exchange procedure on the Iu coupled with the use of the Neighbouring Cells Information over the Iur as in the "SNA-OAM" solution. In this case, the MSC needs only to be configured with the "local" information:
-
in which SNAs are the LAs controlled by the MSC (this should allow the same OAM implementation for Connected and Idle mode)
The remaining issue is in how to get SNA Information for Neighbouring Cells configured in the RNC that are in:
-
an LA not controlled by the MSC: Open Issue.
-
another PLMN: this could be handled as part of the OAM coordination needed between shared network operators to allow national roaming in connected mode (mechanism needed to provide accurate information on the neighbouring cells that are in the PLMN of the partner). However, in this approach, the SNA Information for a particular cell is not part of UTRAN OAM parameters: so this would actually lead to coordination between the UTRAN of one operator and the CN of its shared network partner. This issue also needs to be investigated.

3 – Use of the Information Exchange procedure on the Iu coupled with the use of the Information Exchange procedure on the Iur as in the "RAN-based IMSI analysis" solution (§ 6.7). In this case, the MSC needs only to be configured with the "local" information:
-
in which SNAs are the LAs controlled by the MSC (this should allow the same OAM implementation for Connected and Idle mode)
-
in which SNAs are LAs of other PLMNs containing Cells that are neighbouring Cells of Cells in LAs controlled by the MSC. This additional information will bring some need for coordination between shared network partners.

6.X.1
SNA Iu Information Exchange

6.X.1.1
Principles and Mechanisms

This solution is based on the SNA concept as described in sub-clause 6.6. The only difference between this solution and the solution described in sub-clause 6.6 is that instead of providing the SNA Information (SNA in which a Cell/LA is) in the Neighbouring Cells Information over the Iur, the SNA Information (LAs that are in the different SNAs) is provided over the Iu interface via a set a procedures similar to the "Information Exchange" procedures introduced over the Iur in Release 4.

6.X.1.2
Impacts to Iu

The impact over the Iu in the COMMON ID and the RELOCATION REQUEST messages is the same as the one described in subclause 6.6.2.

This solution brings an additional impact on the Iu due to the introduction of the "Information Exchange" procedures:

· Introduction of the Information Exchange Initiation procedure with:

· The "On Demand" and "On Modification" reporting type.

· The "SNA" Information Type.

· Introduction of the Information Exchange Report/Termination/Failure procedures.

The Information Exchange Initiation procedure is initiated by the RNC requesting from the CN to know how the SNAs are built.

The CN Node will then provide SNA Information for its own PLMN as well as for the neighbouring PLMNs (in order to allow non-blind HO if Access to the PLMN is not authorised due to mobility). So, from a signalling point of view, the SNA Information IE would look like:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SNA Information
	
	0..<maxNrOfSNAPLMNs>
	
	

	>PLMN Identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>SNAs
	
	1..<maxNrOfSNAinPLMN>
	
	

	>>SNA Identity
	M
	
	INTEGER (0..65535)
	

	>>List of LAs in SNA
	
	1..<maxNrOfLAs>
	
	

	>>>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed


	Range bound
	Explanation

	maxNrOfSNAPLMNs
	Maximum number of PLMNs involved in a Shared Network Agreement

	maxNrOfSNAinPLMN
	Maximum number of Shared Network Areas within one PLMN


Proposed maxNrOfSNAPLMN: 16

Proposed maxNrOfSNAinPLMN: 65536

Furthermore, interaction of this set of procedures with the Iu Flex functionality needs to be analysed as one MSC/VLR must be selected by the RNC in order to receive this information. Currently, this will probably be up to the "Default CN Node" to provide this information to the RNC (in order to avoid requesting similar information from different nodes which could result in discrepancies).

6.X.1.3
Impacts to Iur

This solution has no impact on the existing Iur specifications.

6.X.1.4
O&M configuration and co-ordination

In this solution, there is no need to configure the SNA information in the UTRAN: all the configuration is performed in the CN. The UE(SNA-restriction mapping tables in every MSC/SGSN and the SNA(List of LAs also.

The tables below provides an overview on the OAM actions that need to be taken for the common scenarios. It only reflects the usage of PLMN specific SNAs.

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	None
	-
	-
	-
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	None.
	-
	-
	-
	-

	Change Access rights of an existing LA1
	Modify the SNA Information in the CN
	-
	X
	-
	X

	Creating a new LA in CN and RAN
	Create the SNA Information in the CN for this LA
	-
	X
	-
	X

	New/Modified International Roaming Agreement1
	Coordinating roaming tables throughout the CN
	-
	X
	-
	X

	3rd operator joins shared network
	Creation of New SNA(s) resulting in:

- Update of the mapping tables between IMSI and SNAs.

- Change the SNA Information (if non-overlapping SNAs) or Add new SNA Information (if overlapping SNAs) for LAs.
	-

-
	X

X
	-

-
	X

X


1 This scenario may generate the need for a new SNA, which needs to be reflected in all the CN Nodes of each operator involved in the Network Sharing agreement.

The following table provides information on the OAM coordination needed by the solution depending on the scenario (this takes into account both the OAM actions that have to be performed for the Idle Mode and the solution for Connected Mode):

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	-
	-
	-
	-

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	-
	-
	-
	-

	Change Access rights of an existing LA
	-
	X
	-
	X

	Creating a new LA in CN and RAN
	-
	X
	-
	X

	New/Modified International Roaming Agreement
	-
	X
	-
	X

	3rd operator joins shared network
	-
	X
	-
	X


6.X.2
SNA Iu Information Exchange + Iur Neighbouring Cells

6.X.2.1
Principles and Mechanisms

This solution is based on the SNA concept as described in sub-clause 6.6. The only difference between this solution and the solution described in sub-clause 6.6 is that, instead of being provided to the RNC via OAM, the SNA Information (SNA in which a Cell/LA is) for Cells it controls is provided to the RNC over the Iu interface via a set a procedures similar to the "Information Exchange" procedures introduced over the Iur in Release 4.

Open Issue: It remains to be studied how SNA Information is provided to the RNC for LAs not controlled by its MSC (

6.X.2.2
Impacts to Iu

The impact over the Iu in the COMMON ID and the RELOCATION REQUEST messages is the same as the one described in subclause 6.6.2.

This solution brings an additional impact on the Iu due to the introduction of the "Information Exchange" procedures:

· Introduction of the Information Exchange Initiation procedure with:

· The "On Demand" and "On Modification" reporting type.

· The "SNA" Information Type.

· Introduction of the Information Exchange Report/Termination/Failure procedures.

The Information Exchange Initiation procedure is initiated by the RNC requesting from the CN to know how the SNAs are built.

The CN Node will then provide SNA Information for the LAs it controls: so, from a signalling point of view, the SNA Information IE would look like:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SNA Information
	
	0..<maxNrOfSNAPLMNs>
	
	

	>PLMN Identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>SNAs
	
	1..<maxNrOfSNAinPLMN>
	
	

	>>SNA Identity
	M
	
	INTEGER (0..65535)
	

	>>List of LAs in SNA
	
	1..<maxNrOfLAs>
	
	

	>>>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed


	Range bound
	Explanation

	maxNrOfSNAPLMNs
	Maximum number of PLMNs involved in a Shared Network Agreement

	maxNrOfSNAinPLMN
	Maximum number of Shared Network Areas within one PLMN


Proposed maxNrOfSNAPLMN: 16

Proposed maxNrOfSNAinPLMN: 65536

Furthermore, interaction of this set of procedures with the Iu Flex functionality needs to be analysed as one MSC/VLR must be selected by the RNC in order to receive this information. Currently, this will probably be up to the "Default CN Node" to provide this information to the RNC (in order to avoid requesting similar information from different nodes which could result in discrepancies).

6.X.2.3
Impacts to Iur

The impact of this solution on the Iur interface would be similar to the impact described in sub-clause 6.6.3.

6.X.2.4
O&M configuration and co-ordination

In this solution, there is no need to configure the SNA information in the UTRAN: all the configuration is performed in the CN. The UE(SNA-restriction mapping tables in every MSC/SGSN and the SNA(List of LAs also.

The tables below provides an overview on the OAM actions that need to be taken for the common scenarios. It only reflects the usage of PLMN specific SNAs.

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	None
	-
	-
	-
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	None.
	-
	-
	-
	-

	Change Access rights of an existing LA1
	Modify the SNA Information in the CN
	-
	X2
	?
	?

	Creating a new LA in CN and RAN
	Create the SNA Information for this LA in the CN
	-
	X2
	?
	?

	New/Modified International Roaming Agreement1
	Coordinating roaming tables throughout the CN
	-
	X
	?
	?

	3rd operator joins shared network
	Creation of New SNA(s) resulting in:

- Update of the mapping tables between IMSI and SNAs.

- Change the SNA Information (if non-overlapping SNAs) or Add new SNA Information (if overlapping SNAs) for LAs.
	-

-
	X

X
	?

?
	?

?


1 This scenario may generate the need for a new SNA, which needs to be reflected in all the CN Nodes of each operator involved in the Network Sharing agreement.

2 If the OAM implementation in CN allows a common handling of the Connected and the Idle modes, then there is no additional amount of coordination for the sake of Connected Mode.

The following table provides information on the OAM coordination needed by the solution depending on the scenario (this takes into account both the OAM actions that have to be performed for the Idle Mode and the solution for Connected Mode):

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	-
	-
	-
	-

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	-
	-
	-
	-

	Change Access rights of an existing LA
	-
	X1
	-
	X2

	Creating a new LA in CN and RAN
	-
	X1
	-
	X2

	New/Modified International Roaming Agreement
	-
	X
	-
	X2

	3rd operator joins shared network
	-
	X
	-
	X2


1 If the OAM implementation in CN allows a common handling of the Connected and the Idle modes, then there is no additional amount of coordination for the sake of Connected Mode.

2 Whatever the level of coordination (between CNs or between CN of one operator and RAN of another operator), such a coordination between different operators is needed.

6.X.3
SNA Iu + Iur Information Exchange

6.X.3.1
Principles and Mechanisms

This solution is based on the SNA concept as described in sub-clause 6.6. The difference between this solution and the solution described in sub-clause 6.X.2 is that, instead of being provided to the RNC via the Neighbouring Cells Information IEs, the SNA Information (SNA in which a Cell/LA is) for Cells not controlled by the RNC but which are defined in other RNCs (either controlled or defined as Neighbouring Cells) is provided to the RNC over the Iur interface via the "Information Exchange" procedures introduced in Release 4 (similar to the concept of "RAN-based IMSI analysis" concept).

Open Issue: It remains to be studied how SNA Information is provided to the RNC for LAs not reachable via Iur (e.g. in the network of a different operator).

6.X.3.2
Impacts to Iu

The impact over the Iu in the COMMON ID and the RELOCATION REQUEST messages is the same as the one described in subclause 6.6.2.

This solution brings an additional impact on the Iu due to the introduction of the "Information Exchange" procedures:

· Introduction of the Information Exchange Initiation procedure with:

· The "On Demand" and "On Modification" reporting type.

· The "SNA" Information Type.

· Introduction of the Information Exchange Report/Termination/Failure procedures.

The Information Exchange Initiation procedure is initiated by the RNC requesting from the CN to know how the SNAs are built.

The CN Node will then provide SNA Information for the LAs it controls: so, from a signalling point of view, the SNA Information IE would look like:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SNA Information
	
	0..<maxNrOfSNAPLMNs>
	
	

	>PLMN Identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>SNAs
	
	1..<maxNrOfSNAinPLMN>
	
	

	>>SNA Identity
	M
	
	INTEGER (0..65535)
	

	>>List of LAs in SNA
	
	1..<maxNrOfLAs>
	
	

	>>>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed


	Range bound
	Explanation

	maxNrOfSNAPLMNs
	Maximum number of PLMNs involved in a Shared Network Agreement

	maxNrOfSNAinPLMN
	Maximum number of Shared Network Areas within one PLMN


Proposed maxNrOfSNAPLMN: 16

Proposed maxNrOfSNAinPLMN: 65536

Furthermore, interaction of this set of procedures with the Iu Flex functionality needs to be analysed as one MSC/VLR must be selected by the RNC in order to receive this information. Currently, this will probably be up to the "Default CN Node" to provide this information to the RNC (in order to avoid requesting similar information from different nodes which could result in discrepancies).

6.X.3.3
Impacts to Iur

The impact of this solution on the Iur interface would be to introduce a new Information Type to cover the SNA Information:

Extract of TS 25.423

9.2.1.31E
Information Type
The Information Type indicates which kind of information the RNS shall provide.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Information Type Item
	M
	
	ENUMERATED (

UTRAN Access Point Position with Altitude,

IPDL Parameters,

GPS Information,

DGPS Corrections,

GPS RX Pos,

SFN-SFN Measurement Reference Point Position,

…,
Cell Capacity Class,
SNA Information)
	

	GPS Information
	C-GPS
	1..<maxnoofGPSTypes>
	
	

	>GPS Information Item
	
	
	ENUMERATED

(GPS Navigation Model and Time Recovery,

GPS Ionospheric Model,

GPS UTC Model,

GPS Almanac,

GPS Real-Time Integrity,

…)
	


	Condition
	Explanation

	GPS
	This IE shall be present if the Information Type IE indicates ‘GPS Information’


	Range Bound
	Explanation

	MaxnoofGPSTypes
	Maximum number of GPS Information Types supported in one Information Exchange.


9.2.1.48A
Requested Data Value
The Requested Data Value contains the relevant data concerning the ongoing information exchange. Requested Data Value IE shall include at least one of the following IE.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	UTRAN Access Point Position with Altitude
	O
	
	9.2.1.75
	

	IPDL Parameters
	O
	
	9.2.1.31F
	

	DGPS Corrections
	O
	
	9.2.1.19B
	

	GPS Navigation Model and Time Recovery
	O
	
	9.2.1.30I
	

	GPS Ionospheric Model
	O
	
	9.2.1.30H
	

	GPS UTC Model
	O
	
	9.2.1.30L
	

	GPS Almanac
	O
	
	9.2.1.30G
	

	GPS Real-Time Integrity
	O
	
	9.2.1.30J
	

	GPS RX Pos
	O
	
	9.2.1.30K
	

	SFN-SFN Measurement Reference Point Position
	O
	
	9.2.1.74
	

	Cell Capacity Class Value
	O
	
	9.2.1.5C
	

	SNA Information
	O
	
	9.2.1.X
	


9.2.1.X
SNA Information

The SNA Information IE contains the SNAs in which LAs are.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	LA List
	
	1..<maxNrOfLAs>
	
	

	>PLMN Id
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>LAC
	M
	1..<maxNrOfSNAsforLA>
	OCTET STRING (2)
	0000 and FFFE not allowed

	>SNA List
	
	
	
	

	>>SNA Id
	M
	
	INTEGER (0..65535)
	


	Range bound
	Explanation

	maxNrOfLAs
	Maximum number of LAs

	maxNrOfSNAsforLA
	Maximum number of SNAs in which an LA can be.


End of Extract

6.X.3.4
O&M configuration and co-ordination

In this solution, there is no need to configure the SNA information in the UTRAN: all the configuration is performed in the CN. The UE(SNA-restriction mapping tables in every MSC/SGSN and the SNA(List of LAs also.

The tables below provides an overview on the OAM actions that need to be taken for the common scenarios. It only reflects the usage of PLMN specific SNAs.

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	None
	-
	-
	-
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	None.
	-
	-
	-
	-

	Change Access rights of an existing LA1
	Modify the SNA Information in the CN
	-
	X2
	?
	?

	Creating a new LA in CN and RAN
	Create the SNA Information for this LA in the CN
	-
	X2
	?
	?

	New/Modified International Roaming Agreement1
	Coordinating roaming tables throughout the CN
	-
	X
	?
	?

	3rd operator joins shared network
	Creation of New SNA(s) resulting in:

- Update of the mapping tables between IMSI and SNAs.

- Change the SNA Information (if non-overlapping SNAs) or Add new SNA Information (if overlapping SNAs) for LAs.
	-

-
	X

X
	?

?
	?

?


1 This scenario may generate the need for a new SNA, which needs to be reflected in all the CN Nodes of each operator involved in the Network Sharing agreement.

2 If the OAM implementation in CN allows a common handling of the Connected and the Idle modes, then there is no additional amount of coordination for the sake of Connected Mode.

The following table provides information on the OAM coordination needed by the solution depending on the scenario (this takes into account both the OAM actions that have to be performed for the Idle Mode and the solution for Connected Mode):

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	-
	-
	-
	-

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	-
	-
	-
	-

	Change Access rights of an existing LA
	-
	X1
	-
	X2

	Creating a new LA in CN and RAN
	-
	X1
	-
	X2

	New/Modified International Roaming Agreement
	-
	X
	-
	X2

	3rd operator joins shared network
	-
	X
	-
	X2


1 If the OAM implementation in CN allows a common handling of the Connected and the Idle modes, then there is no additional amount of coordination for the sake of Connected Mode.

2 Whatever the level of coordination (between CNs or between CN of one operator and RAN of another operator), such a coordination between different operators is needed.

End of Text to be Included

Modification to existing text in the TR

6.8
Comparison

6.8.1
Comparing the existing solution based on the identified functional units

In order to reflect the current status of discussion it was tried to compare the solutions in terms of identifying per solution the node that executes the function and the data processed per function, based on the functional units as defined in Section Error! Reference source not found.. 

Subscriber’s Access Right Classification

	
	executing node
	input data
	result

	SAG based solution
	CN
	IMSI, roaming agreements (subscription info)
	SAG member info, 

(Provided on Iu)

	SNA-OAM solution
	CN
	IMSI, roaming agreements (subscription info)
	Shared Network Area Information for UE

(Provided on Iu)

	LA based solution 
	CN
	IMSI, roaming agreements (subscription info)
	Subscriber’s Access Rights in authorised PLMNs = LA list per PLMN

(Provided on Iu)

	RAN-based IMSI analysis solution
	SRNC
	IMSI
	PLMN-Id

	SNA-InfoExch solution
	CN
	IMSI, roaming agreements (subscription info)
	Shared Network Area Information for UE

(Provided on Iu)


LA (Cell) Access Right Classification

	
	executing node
	input data
	result

	SAG based solution
	CN
	LA
	SAG access info per LA

	SNA-OAM solution
	CN
	LA
	Shared Network Area Information per LA 

	LA based solution 
	n/a
	n/a
	n/a

	RAN-based IMSI analysis solution
	CN
	LA, roaming agreements
	LA access info per HPLMN-Id of potential users

	SNA-InfoExch solution
	CN
	LA
	Shared Network Area Information per LA 


LA (Cell) Access Right Info Distribution

	
	executing node
	distributed data
	interface, method

	SAG based solution
	CN
	list (SAG access info per LA)
	O&M

	SNA-OAM solution
	CN
	list (SNA info per LA)
	O&M 

	LA based solution 
	n/a
	n/a
	n/a

	RAN-based IMSI analysis solution
	CN, CRNC
	list (per potential HPLMN-Id 

         list (access info per LA)  )
	Common procedures on Iu and Iur

	SNA-InfoExch solution
	CN
	list (SNA info per LA)
	O&M 


Subscriber’s Cell Access Determination

	
	executing node
	input data
	result

	SAG based solution
	SRNC
	SAG member info

SAG access info
	Access granted / rejected

	SNA-OAM solution
	SRNC
	Shared Network Area Information for UE

Shared Network Area Information
	Access granted / rejected

	LA based solution 
	SRNC
	LA

Access Rights in authorised PLMNs
	Access granted / rejected

	RAN-based IMSI analysis solution
	SRNC
	PLMN Id derived from IMSI

LA access info per PLMN-Id
	Access granted / rejected

	SNA-InfoExch solution
	SRNC
	Shared Network Area Information for UE

Shared Network Area Information
	Access granted / rejected


6.8.2
Standards impact

In principle there is no difference in standards impact between the different solutions. All solutions require changes to RANAP (25.413), RNSAP (25.423), and 25.401 (Introduction of concepts).  As the LA based solution is using existing identifiers, one could regard the LA based solution as having the least standards impact. 

6.8.3
Signaling efficiency

In the SAG solution, the additional information exchanged over the Iu interface is always one bitstring of fixed length (proposed 32).  For the Iur interface, the additional information exchanged is always one bitstring of fixed length (proposed 32) per neighbouring cell for which access restrictions apply. 

For the LA based solution, the additional information exchanged over the Iu interface scales with the number of LAs involved (LAs from all PLMNs of the sharing operators, i.e. all PLMNs that can be reached over Iur), unless LA ranges can be used. Taking into account 2G systems where LAs are already assigned (and very difficult or even impossible to reassign), it will also be very difficult to gather the LAs in value ranges. This may lead to potentially long messages over the Iu, the size of which needs to be assessed.  For the Iur interface, no additional information is exchanged.

For the "SNA-OAM" solution, the additional information exchanged over the Iu interface scales with the number of Shared Network Areas that are defined. However, the SNA is a new identification, groups LAs together, and thus allocations can be optimized for network sharing, without taking other considerations into account. For the Iur interface, if SNAs cannot overlap each other, the additional information exchanged is always one INTEGER per neighbouring cell for which access restrictions apply. 

For the" SNA-InfoExch" solutions, the same remarks as for the "SNA-OAM" solution apply for the COMMON ID and the RELOCATION REQUEST. For the newly introduced messages, the lists of LAs constituting all the SNAs are exchanged. This, in itself, is similar to the information exchanged in the LA-based solution, so the same concern could be raised. However, the main difference is in the frequency at which these "heavy" messages are exchanged: in the LA-based solution, this information is exchanged for each connection (mobile) whereas in the SNA-InfoExch, this is exchanged at each modification in how the SNAs are built (which should be far less frequent than calls).
6.8.4
Impact on existing functionality within a PLMN

LA based solution
As mentioned in Section 6.6.1, the standards impact is the least because of the re-use of existing identifiers (i.e. LAC).

If signaling optimization is needed, there maybe a need for changing the LAids, which could have important consequences for the operator. 

In order to use an LA-range solution, the LA-Id of many LA’s in existing GSM infrastructure might have to be re-allocated. This could take several months of configuration work for the GSM networks.-The LA is also one of the most stable identifier in the networks today and as such it is used for many purposes: Emergency call routing, Trend statistics, call routing, localized charging, alarm management, localized services (e.g. yellow pages) …. .  These functions all are likely to have ties to the LA identifiers. Introducing frequent and/or global changes to these identifiers will cause undesirable side effects in the operation of networks.


SAG and SNA based solution
In these solutions no existing identifiers are re-used. This enables a flexible access restriction handling without impacting existing concepts like SA or LA.

Independent of the LA-Id’s used in the GSM networks, by configuring the correct SAG-access information/SNA identifiers any access restriction solution for the UMTS(GSM handover can be provided without any impact on the existing GSM networks.

6.8.5
Operations And Maintenance (OAM) aspects

The Sections 6.4.4, 6.5.4, 6.6.4, 6.7.4 and 6.X.4 show the OAM impacts depending on the chosen solution for Shared Networks for the defined scenarios. When summing up the crosses in the tables, it appears that the additional amount of OAM is probably lesser for an LA-based solution than for the SAG or the SNA-based solutions. 

Evaluating the actual "amount" is actually difficult as this is a highly implementation-dependent issue, but the obvious conclusion of this analysis is that:

1) For the required coordination between the sharing operators:

· The SAG-based and the SNA-OAM solutions require coordination at RAN level and at CN level (it is assumed that coordination between RAN and CN is done within the network).

· The LA-based, the SNA-InfoExch and the Connection-independent solutions require coordination only at CN level.

· Coordination at RAN level for the SAG-based and the SNA-OAM solutions can be considered as a small addition to existing OAM coordination mechanisms.

· Coordination at CN level can be achieved either through automated tools or simple coordination between operators of the different Networks (the use of automated tools removing the risk of error). Given the probably higher frequency of changes needing coordination at CN level in the LA-based, SNA-InfoExch and the Connection-independent solutions, it is likely that an automated tool will be more useful for this particular solution.

2) As the LA is an existing concept in R99/Rel-4, there is no new scenario to be considered for the LA-based and the RAN-based IMSI analysis solutions whereas in the case of SAG-based and SNA-based solutions, new scenarios may have to be considered and implemented in addition to those already existing.

3) For the LA-based and the RAN-based IMSI analysis solutions, there is no need for coordination of the OAM in the CN and the RAN in order to insure consistency of behaviour in Idle and Connected Modes with regards to Access Rights. These tables clearly show that this is not the case for the SAG-based and the SNA-based solutions.

6.8.6
Future Enhancements

It is foreseen, that in future the shared network support in connected mode for UTRAN is extended with the following: 

· the support of roaming restrictions on a per subscriber basis (in a future release)

· the applicability to GSM handovers (GSM to UMTS), allowing the BSC to take access rights restrictions into account when initiating handovers.

6.8.6.1
The support of roaming restrictions on a per subscriber basis

Supporting roaming restrictions on a per subscriber basis, implies that the relevant information about subscribers rights to be handed over to different parts of the network will come from the HLR and will be stored in the VLR and SGSN. This information will be provided by the CN to the RAN when needed (i.e. at RAB establishment, relocation). 

6.8.6.2
The applicability to GSM handovers (GSM to UMTS)

A common solution needs to be defined for handling access restrictions in both UTRAN and GSM, to facilitate a common CN interface. With the solutions as described in this TR, during GSM to UTRAN handover the target RNC will be able to reject the RELOCATION REQUEST based upon the access rights information contained in it. As an enhancement, the BSC should be allowed to take access restrictions into account before initiating handovers.  Therefore, it is important to consider the following: 

· Limitations of existing GSM interfaces should be taken into account (e.g. . the limited size of BSSMAP (256+2 octets) messages );

· The solution shall not rely on concepts only available in UTRAN, for which no GSM equivalent exists. This in particular applies to using the Iur for exchanging the LA to IMSI mapping, as proposed in the RAN-based IMSI analysis solution.

2
Conclusion

It is proposed to include this solution in the TR (at least for completeness) under subclause 6.
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